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VIOLATION OF THE RIGHT TO PRIVACY BY VIDEO 

SURVEILLANCE

Summary

The application of video surveillance is becoming a part of everyday life. 

Numerous advantages in terms of preventive action on potential perpetrators of 

crimes or misdemeanors have influenced the widespread use of video surveillance 

and recording. The fact that personal data can be obtained by recording requires 

informing individuals that the space is under video surveillance. By posting 

camera pictures and the inscription that the space is covered by video surveillance, 

it is considered that everyone in the space is informed and has agreed to be filmed. 

If individuals are not informed about the existence of video surveillance, the right 

to privacy and claims for damages resulting from the violation of the right to 

privacy may be violated. It is important to point out that a large number of services 

are impossible to use if you do not want to be filmed. In that sense, the right to 

privacy is endangered, individuals are forced to agree to it, regardless of the fact 

that they do not want to be filmed.The existing legal regulations did not 

specifically regulate the violation of the right to privacy by video surveillance, but 

the protection of rights is exercised in accordance with the Law on Personal Data 

Protection. The analysis in the paper points out the necessity of adequate 

regulation of this area and through examples from court practice gives 

recommendations and guidelines for that.

Keywords: right to privacy, video surveillance, human rights, damages.
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